I. Introduction

Privacy is the right of an individual to control himself, which is the constitutional core dignity of man. Privacy data is things that don't can separated from personal data protection. Every individual has the right to mandatory privacy and security. Privacy is part of the right because privacy is essential for everyone. There are three principles related to ownership, Edmon Makarim stated that privacy is a right not to disturb other people's personal lives, the right to keep secret information about nature-sensitive

---

matters, and the right to control the use of personal data by other parties.\textsuperscript{3}

In this digital era, security from personal data is essential because the data is accessible to save and send.\textsuperscript{4} In 2022, internet users worldwide are estimated to reach 5.3 billion.\textsuperscript{5} That indicates that much processing of personal data occurs due to the digital era. This public must deposit their data to use online register applications or services. They submit personal data based on the agreement by the terms and conditions attached to the party organizer application. Society wants it for existing privacy, but consciously, they share personal data. Therefore, it is necessary to supervise and change how personal data is processed.\textsuperscript{6}

A class action lawsuit filed by WH Law against Roblox in America represents the importance of personal data protection moment. Regarding these users, most Roblox applications are children who feel cheated into giving personal information and biometric data to the company. WH Law filed a class action lawsuit to protect children's privacy in Illinois, a state in the United States. Roblox encourages children to provide biometric data the moment they register and can utilize services that are provided for playing the game, even though, on the other hand, the law Privacy Information Biometrics Illinois (“BIPA”) states that company no can collect, store, or provide “biometric data” which includes things like scanning face or fingerprint finger, without notification and approval moreover formerly. WH Law believes that Roblox uses technology introduction face to make a unique template that can be used to identify the user through photos, which is a matter. This violates the provision from BIPA.\textsuperscript{7}

Security of personal data is essential for protection because of the proper privacy. In 2019, TikTok was sued by parents in the United States. When registering an application, every user will submit personal data, but personal data can only be used simply for existing needs approved by the user. In terms of this, TikTok allegedly takes information about individual children's user applications without agreement through legal and without knowledge from parents and children.\textsuperscript{8} The demands are submitted, and the data is


retrieved in a way that is veiled and sent to Chinese servers.9

Weak supervision of the processing of personal data causes the emergence of possible problems and harms every subject personally. In 2018, several successful British media proved that Cambridge Analytica (CA), a consulting company in politics and data analysis, had committed crimes regarding personal data.10 The company stores 87 million individual data users for interest unilaterally without agreement from the personal data subject.11 According to the settings listed in Article 6 of the General Data Protection Regulation, the processing of personal data can be done if the topic of personal data gives consent or if permitted by law. Violation right CA’s privacy practices are known for winning Donald Trump by the way they built software using 87 million personal data users on Facebook for prediction and influence options in the box voice.12

In 2020, something happened during a case data leak from a user Tokopedia e-commerce application. Hackers stole data from 91 million account users and 7 million merchant accounts. Data taken includes email, password, and name of user.13 Then, the hacker sells the stolen data for US$ 5,000.14 The data leak phenomenon is related to personal data, which is an asset of high economic value.15 However, this violated every sense of security right owned by individuals below his power.16 Respect for individuals is part of the rights protected by the concept of privacy.17 Problems regarding personal data will arise along with the ability to use digital technology and continuous networking to develop his abilities to collect, store, and analyze data. Use social media applications or online services because of existing processing of personal data. So, crowdsourcing is a part of life in this digital era. It is known that the principle of human security ensures that the safety of every individual still notices every processing of personal data.
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The application principle of human security started from the adopted resolution UN General Assembly 66/290 of 10 September 2012. The General Assembly approved the approach of security men in the UN system. Principle human security alone refers to the concept of security that focuses on protecting the welfare of humans, not only from physical threats but also non-physical threats like violation of privacy and misuse of personal data. Sharbanaou Tadjbakhsh and Anuradha M. Chenoy define human security as protection for every individual from all threatening things security physique as well as dignity. So, it has already become an obligation to apply the principle of human security in the digital era.

Principle human security very tightly about personal data because personal data collection can give rise to privacy and security individual risks. The crowdsourcing as digital power is often used as a road to go out when a problem is solved. A computer can complete no, so it is necessary an ability man. Without notice, the principle of human security, the collection of personal data through crowdsourcing can result in misuse of data, breach of privacy, and risk to the safety of others who can harm the individual.

Along with the previous arguments, the article arranged to answer problems related to principles human security and several possible questions arise related to crowdsourcing personal data. Firstly, will analyze the related code of human security in the context of personal data protection. The second chapter will elaborate on how the crowdsourcing mechanism violates the human security principle. This article studies the crowdsourcing of personal data in personal data protection to highlight whether crowdsourcing violates the principle of human security.

2. **Research Method**

This research uses a statute approach. In the statute approach, the object of research is the Act related to the legal issue being studied. Acts used:

- a. Indonesian Electronic Information and Transactions Act Number 11/2008, as amended by Act Number 19/2016;
- b. Indonesian Personal Data Protection Act Number 27/2022 (PDPA Indonesia);
- c. General Data Protection Regulation (GDPR);
- d. Malaysian Personal Data Protection Act No. 709 of 2010 (PDPA Malaysia);
- e. Hong Kong’s Personal Data Protection Ordinance (PDPO) of 2021 (PDPO Hong Kong);

3. Results and Discussion

Human Security Principles in Processing of Personal Data

The development of the times brings life experience renewal in a digital direction. Digitalization in field communication makes the digital realm closely related to security man as the user. The principle of human security emphasizes the protection of individuals, not only the state and the business world. A development based on individual society, then already must everyone feel safe on income, employment, and resources his livelihood, as well as spared from threat or social conflict. So, deep matter this embodiment of personal data protection must be based on the principle of human security to protect the rights of individuals and the public. Personal data protection is attached to the application principle of human security.

The principle of human security that focuses on society makes matters the focus on protecting individuals. One important pillar in the protection of individuals is tied to the protection of personal data. So, what is needed is to respond to how the public sector’s data protection faces various threats, abuse, and things that can harm individual data subjects, whether in the form of material or immaterial. Through the principle of human security, personal data protection is focused on privacy. Everyone can be protected and have the right to authority over their data so that no one can access or process the data.

Personal data can be misused for various dangerous activities security for personal data is subject to the. Infringing on the private data provisions can harm individual data subjects, which can happen when personal data is used for criminal actions like theft of personal data. That matter naturally results in a loss for every individual data subject. Apart from the disadvantages, the security of personal data is threatened because data can be misused for criminal purposes. Therefore, every processing of personal data must be based on the principle of human security. To ensure the safety of personal data, the subject is the holder of the right authority over personal data.

In the first draft, personal data protection centered on guarding confidentiality against individual data, along with developments in data processing, have brought great influence to the enhancement of the protection rights of individuals. In the processing of personal data, there is a must aspect complied with by the personal data processor, which constitutes the party processing personal data on Name personal data controller.

---

ensure a principle of human security for every individual data subject. Various company moments This is confronted with risk-related data breaches that impact the company, such as Facebook, LinkedIn, and Wells Fargo. Therefore it is important to guard data security that focuses on the data collected and processed so that it is not hacked or used by parties who are not interested.25

The processing of personal data must based on the implementation principle of human security. Application principle that can be fulfilled in a way that obeys rules in processing personal data for guard security from every personal data subject. Article 5 of the European Union General Data Protection Regulation (GDPR) explains that in processing personal data, there are basic: legitimacy, fairness, and transparency; goal limitations; data minimization; accuracy; limitation storage; and integrity and confidentiality.

Legitimacy, fairness, and transparency in processing personal data ensure that every processing is carried out fairly, with valid reasons, and transparently to every personal data subject. Inner validity matters. This means every processing of personal data is done based on a provision governing law. In this case all processing of personal data can’t be contrary to the rules and applicable law. When conveying this violates applicable legal regulations, it can be said to be a threat to human security. Because data subjects are vulnerable to exploitation, user consent is required to make a personal data processing practice considered legal. When storing personal data, safety must be emphasized for each individual based on the principle of human security, where the collection and collection of personal data must be based on law, namely the existence of consent, contractual requirements, compliance with legal obligations, protection of vital interests or the public interest.

Maker policy, industry, or academics require that it processes personal data fairly, which is the underlying standard aspect of data protection.26 Justice in processing personal data can be reviewed from the origin of the data obtained wandering and without agreement from the personal data subject or obtained fairly and with no harm to the party's individual data subject. When personal data is obtained without agreement from the data owner, it can be said to violate human security because, without an existing deal from the data owner, it is the same as bother from the security data owner. This matter is due to personal data being owned by the attached personality of every individual. So that every personal data subject is entitled to their rights, and if exactly violated, they allowed demands based on law-related loss of material or perceived immaterial.

The processing of personal data must behave transparently so that every individual data subject knows what will be done to personal data. Every personal data subject is entitled to know what will be done regarding personal data because they are transparent and objective. This will guard security from individual data subjects. Personal data subjects also have the right to know who is processing their data. That matter is done to guarantee a sense of security to rights owned by personnel from personal data subjects. Principle of human security in this case protects all interest data owners so as not to be disadvantaged because they are entitled to transparency in processing personal data. Every personal data subject, as well as later, must easily access related information about processing their data.28

Restrictions are objective in processing personal data to protect the security of everyone. As conditions are objective, individual data processors can't arbitrarily process personal data. This collection of personal data is done for goals that have been agreed upon or not permitted for processed outside matters. Restriction objective is useful in ensuring data processors know exactly what data they need so that every data processor understands the related impact of activity processing the data.29

The principle of human security emphasizes that personal data must protected, that must be protected goal is irrelevant or not permitted. Through restrictions, objective processing of personal data must have a specific purpose per the agreement for the security and privacy of personal data subjects. That individual data is protected will strengthen the application principle of human security inside personal data protection. Processing more carry-on personal data objective scientific or statistics can fulfill principle restrictions purpose; however, it must satisfy aspect protection to the individual data subject.30

Restrictions objective can ensure form certainty law from exists A processing of personal data because it exists restrictions objective so all processes carried out No can outside what has been agreed. If deep implementation processing of personal data, there is a change in which goal is different from the goal at the beginning that has been approved, so it must be assessed formerly related aspects of compatibility. The matter must notice several aspects, i.e., the connection between the objective starting with a new goal, context of data collection, nature of data, impact on personal data subjects, and protection.31 Such

things are done to uphold the principle of human security, which is prioritized for the safety of every individual private data owner.

Prioritizing personal data protection aspect human security is also a must-notice related to deep data minimization matter processing of personal data. Data minimization makes data collection for personal data focus on goal processing. Then, unique data is required according to the purpose: what can be collected and processed. Personal data must be relevant, adequate, and limited according to what becomes objective. Individual data processors must be wise in using existing data collected because of concerns about the owner’s privacy. In terms of This, personal data processors must pay attention to what data must be collected and whether it is relevant to the purpose. So, party personal data processor can’t request in a way arbitrary all personal data that is not related to the stated goals agreed upon.

Data minimization protects individuals from security from misuse of personal data or unauthorized access to personal data. When data minimization is done, then a collection of personal data is only limited to the required data; there is no need for all other data that is not relevant. This has implications for reducing risk related to violations of personal data protection. Data minimization is also done for guard security individuals in the draft, considering that objective data from existing data processing can be achieved using short and small data. Minimizing data is not only done qualitatively to reduce data collection. Still, it can also done qualitatively, for example, using anonymizing personal data.

The enforcement principle of human security can also be done as it is the principle of accuracy in processing personal data. That matters Because all processing of personal data must be done according to purpose. When the data does not match the party’s data, the processor must directly delete or correct it with accurate data. Data as an object in processing personal data is an important thing when the data is processed, it is not precise, so results from processing are the one that causes it not to achieve the objective of processing personal data. Personal data processors must delete data if it is already relevant to the goal. This is done to protect individuals from all forms of misuse of personal data.

In processing personal data, any personal data is only saved for carrying out objectives from existing processing. No personal data can be saved without a time limit because a time limit works to guard the security of each data individual. However, this is an exception for processed data for interest studies, the data can be saved despite surpassing limitation time. Security will still be guaranteed, although processing personal data must be done in a way related to the restriction objective.

---

Security in processing personal data becomes important, and every data must guarantee integrity and confidentiality. Data confidentiality means that data must be protected and treated as it should be based on the agreement’s objective. By maintaining the confidentiality of data, it will protect personal data subjects from all threats that exist to them. The threat that arises if personal data is not recorded using encryption is that there could be a leak of their data. Starting from the leak of personal data, it can trigger the emergence of possible misuse of personal data used in action dangerous crime personal data subject.

Human security principles in the context of personal data processing include protecting privacy security and guaranteeing individual freedom regarding their data. This principle exists to protect humans in a digital sector that is developing increasingly rapidly. The processing of personal data must be carried out appropriately by applicable regulations to ensure the security of each data subject. By implementing human security principles in processing personal data, a safe environment will be created for individuals to share their data to achieve specific goals.

Crowdsourcing Personal Data in Human Security Principle

In the current era, this crowdsourcing is commonly used in various applications in various fields. Crowdsourcing was first coined by Jeff Howe in 2006, which originated from the words “crowd” and “outsourcing” meaning an organization later will give a task to be determined for members from the crowd. In crowdsourcing, many people can contribute online to finish problem. In crowdsourcing, individuals contribute to each other to help reach a desired result. Contributors will give various approaches to help the company operate more effectively inside every change policy, science, technology, and sustainable skills.

There are four types of crowdsourcing: crowd-voting from collection voice event mass, crowdsourcing ideas in the form of collecting contributors for input, micro-task crowdsourcing from distribution of a job big become more work small than composed return combined, and solution crowdsourcing from gathering contributors for give a Solution from the problem. Crowdsourcing has its characteristics in general: a crowd is

a contributor who has knowledge and skills; contributors complete mandatory tasks; contributors get rewards in a way shaped by material or not; contributors forget entity individual; the prizes will be given must clear the benefits for contributors, assignments given online and participatory, as well use calling open in every variable.

Due to increasingly rapid technological developments, crowdsourcing cannot be separated from humans as contributors. However, what needs to be researched is whether humans as personal data subjects still have their rights protected in crowdsourcing. Protecting data related to privacy is a difficult task and must be done because it concerns the security of humans themselves. Therefore, personal data is proprietary data individual must be stored, cared for, guarded, and protected by confidentiality.40

The European Union General Data Protection Regulation (GDPR) defines “‘personal data’ means any information relating to an identified or identifiable natural person (‘data subject’); an identifiable natural person can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person;” Indonesia as a country, the law related to the protection of personal data in Article 1 point 1 of Law Number 27 of 2022 concerning Personal Data Protection has also been provided define personal data as ”data about identified natural persons or can identified in a way separately or combined with information other Good in a way direct nor Non direct through system electronic or non-electronic.”

Personal data can be collected and used in the crowdsourcing process for market research, trends analysis, or product development. Collecting personal information via the aforementioned online platform will naturally give rise to worries related to personal data in society. This matter can give rise to risk from misuse of personal data or violation of privacy if not set correctly in its implementation. So, every practice of crowdsourcing must note aspects of security, that is, ensure that personal data is only used for goals that have been agreed upon.

Based on Article 6, GDPR in activity data processing must notice several meaningful things data processing can be done if it fulfills one condition, namely :

a) Consent is a condition where the processing of personal data can happen because permission or agreement exists. The processing of personal data is prohibited except given consent by the personal data subject or permitted by law. There is one permission or agreement for processing personal data based on characteristic volunteers before these data are processed.

b) Performance of a contract/contractual obligation, i.e., condition a processing of personal data is an implication from contact between individual data processors and personal data subjects. This is a form of agreement between the second split and the taking party steps for data processing.

c) Legal obligations, that is, condition processing of personal data done to use interest obligation laws regulated by provisions of legislation.

d) Vital interest, that is, condition data processing is carried out for vital interests of the data subject nor individual others.

e) Public interest, that is, condition processing done for general interest, which, in its implementation, is authority official and for the public good.

f) Legitimate interest, condition data processing, is used for clear benefits and legitimate interests, which in matter. This is carried out by the data controller or party when there is only a small risk of violation of the privacy of personal data.

In essence, all data processing for any purpose must be based on the principles stated in regulations regarding personal data protection. The main thing is an agreement between the personal data subject and the personal data processor. Personal data processing can be carried out based on this agreement. Meanwhile, other things that differ from the stated goals agreed upon become things that cannot be done while processing personal data.

In the crowdsourcing process, the processing of personal data will be legitimate if it has fulfilled aspects of principles in processing personal data like legitimacy, fairness, transparency, goal limitations, data minimization, accuracy, limitation storage, integrity, and confidentiality. When the crowdsourcing process is carried out according to criteria, the security of personal data subjects will be guaranteed, so the principle of human security is accomplished. In the crowdsourcing process, it is necessary to confirm contributions made by contributors No cause of loss to them nor other individuals are involved in a way direct in the crowdsourcing process. Loss in a matter this is a threat regarding personal data to those bound in the crowdsourcing approach.

The crowdsourcing process must be done so that volunteers, without coercion, do not break the principle of human security. Contributors have the right to do or not submit personal data to a third-party personal data processor. In terms of this, private data processors carry out a crowdsourcing process. No one will violate human security principles when based on principles processing personal data. During the crowdsourcing process, there is No principle in processing personal data, so it will give rise to loss for individual data subjects, which can have implications for leaking personal data from the contributors. This is contradictory, of course, with principles of human security.

4. Conclusion

Many cases regarding personal data indicated the importance of protecting personal data, which is a right of every individual data subject. In principle, human security personal
data must be covered. For security, man must protected from all possible threats and harm to man. The enforcement principle of human security inside the processing of personal data can be carried out with a guarantee of application validity, fairness and transparency, purpose limitation, data minimization, accuracy, limitations storage, integrity, and confidentiality. That matter is done to protect every personal data subject from all possible threats in the digital era, such as data leaks, which result in the misuse of personal data. In the digital age of personal data processing, often through a crowdsourcing process, the No violate rule principle of human security during No There is consequence losses incurred for contributor nor individual other. So, the crowdsourcing approach must emphasize principles of processing personal data to ensure protection and security for every individual.
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